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Build resilience in our business

Cybersecurity 

With our business ecosystem and value chain in continuous expansion and as we 
gear towards digital transformation, we work to increase our resilience against cyber 
threats.

We are driving a Cyber resilience programme with the objective to continuously build 
on our layers of cyber defence and support our business by providing cyber security 
services across the group and manage cyber risks effectively.

ENL’s strategic objectives are based on building confidence in the way ENL provide 
its services to both internal and external stakeholders. The goals and objectives for 
cyber security are aligned with the corporate strategy and support the core principles 
of ENL.  The security framework is focused around four core principles: 

• Business Enablement: Delivering security services based on the requirements of 
entities within the group through building strong relationships with their leadership.

• Security by Design: Integrate security and privacy requirements across the 
business operations from the outset.

• Risk-Based approach: Apply security protection layers to identify, protect, 
detect, respond, and recover from cyber threats, based on the entities’ risk profile 
and tolerance. 

• Security Aware Workforce: Embed security-positive behaviour where staff are 
vigilant and aware of how their behaviour could potentially compromise the Group
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